testing and laboratory inspection processes. Other Canadian laboratories wishing to be considered for the NLCP may apply directly to the NLCP contractor just as U.S. laboratories do. Upon finding a Canadian laboratory to be qualified, HHS will recommend that DOT certify the laboratory (Federal Register, July 16, 1996) as meeting the minimum standards of the Mandatory Guidelines published in the Federal Register on April 30, 2010 (75 FR 22809). After receiving DOT certification, the laboratory will be included in the monthly list of HHS-certified laboratories and participate in the NLCP certification maintenance program.

Janine Denis Cook, Chemist, Division of Workplace Programs, Center for Substance Abuse Prevention, SAMHSA.
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BILLING CODE 4160–20–P

DEPARTMENT OF HOMELAND SECURITY


AGENCY: Cybersecurity Education & Awareness Office, DHS.

ACTION: 30-Day notice and request for comments; new collection (request for a new OMB Control No.), 1601—NEW.

SUMMARY: The Department of Homeland Security, Cybersecurity Education & Awareness Office, will submit the following Information Collection Request (ICR) to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995 (Pub. L. 104–13, 44 U.S.C. Chapter 35). DHS previously published this information collection request (ICR) in the Federal Register on Friday, December 19, 2014 at 79 FR 75824 for a 60-day public comment period. No comments were received by DHS. The purpose of this notice is to allow additional 30 days for public comments.

DATES: Comments are encouraged and will be accepted until April 1, 2015. This process is conducted in accordance with 5 CFR 1320.1

ADDRESSES: Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, Office of Management and Budget. Comments should be addressed to OMB Desk Officer, Department of Homeland Security and sent via electronic mail to oira_submission@omb.eop.gov or faxed to (202) 395–5806.


In May 2009, the President ordered a Cyberspace Policy Review to develop a comprehensive approach to secure and defend America’s infrastructure. The review built upon the Comprehensive National Cybersecurity Initiative (CNCI). In response to increased cyber threats across the Nation, the National Initiative for Cybersecurity Education (NICE) expanded from a previous effort, the CNCI Initiative #8. NICE formed in 2010, and is a nationally coordinated effort comprised of over 20 federal departments and agencies, and numerous partners in academia and industry. NICE focuses on cybersecurity awareness, education, training and professional development. NICE seeks to encourage and build cybersecurity awareness and competency across the Nation and to develop an agile, highly skilled cybersecurity workforce.

The National Initiative for Cybersecurity Careers & Studies (NICCS) Portal is a national online resource for cybersecurity awareness, education, talent management, and professional development and training. NICCS Portal is an implementation tool for NICE. Its mission is to provide comprehensive cybersecurity resources to the public.

Any information received from the public in support of the NICCS Portal is completely voluntary. Organizations and individuals who do not provide information can still utilize the NICCS Portal without restriction or penalty. An organization or individual who wants their information from the NICCS Portal can email the NICCS Supervisory Office (SO). The NICCS SO email address, niccs@hq.dhs.gov, is provided in many places throughout the Web site. The organization or individual can send the SO a brief email stating their desire to remove their data.

Department of Homeland Security (DHS) Cybersecurity Education and Awareness (CE&A) intends for a portion of the collected information from the NICCS Cybersecurity Scholarships, Internships, Camps & Clubs, and Competitions Web Form to be displayed on a publicly accessible Web site called the National Initiative for Cybersecurity Careers and Studies (NICCS) Portal (http://niccs.us-cert.gov). Information will be made available to the public to support the National Initiative for Cybersecurity Education (NICE) mission.

The information will be completely collected via electronic means using the web form collection instruments. Once data is inputted into the web form collection instruments it will be automatically formatted and emailed to the NICCS Supervisory Office (SO) for review and processing. Correspondence between the public and DHS CE&A will be via the NICCS SO official email address (niccs@hq.dhs.gov).

Correspondence could include a confirmation to the public confirming the receipt and acceptance of their data entry. After this confirmation, correspondence will be limited to conversations initiated by the public.

All information collected from the NICCS Cybersecurity Scholarships, Internships, Camps & Clubs, and Competitions Web Form will be stored on the publicly accessible NICCS Portal. The following privacy documents address this collection request: DHS/ALL/PIA–006—DHS General Contacts List Privacy Impact Assessments (PIA) and DHS/ALL/SORN–002—Department of Homeland Security (DHS) Mailing and Other Lists System System of Records Notice (SORN). All information, excluding Points of Contacts (POC) names and email addresses, will be made available on the public-facing NICCS web Portal. There is no assurance of confidentiality provided to the respondents for this collection of information.

This is a new collection; therefore, there has been no increase or decrease in the estimated annual burden hours previously reported for this information collection.

The Office of Management and Budget is particularly interested in comments which:

1. Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including
whether the information will have practical utility;
2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;
3. Enhance the quality, utility, and clarity of the information to be collected; and
4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submissions of responses.

Analysis
Agency: Cybersecurity Education & Awareness Office, DHS.
Title: Department of Homeland Security (DHS) Cybersecurity Education and Awareness (CE&A) National Initiative for Cybersecurity Careers and Awareness (CE&A) National Initiative for Cybersecurity Careers and Awareness Office, DHS.

OMB Number: 1601—NEW.
Frequency: Annually.
Affected Public: Private Sector.
Number of Respondents: 150.
Estimated Time per Respondent: 30 minutes.

Total Burden Hours: 75 hours.

Carlene C. Ileto,
Executive Director, Enterprise Business Management Office.

ICE is proposing new routine use HH that will authorize disclosure of information from this system of records “to a domestic law enforcement agency or other agency operating a sex offender registry for the purpose of providing notice of an individual’s release from DHS custody or removal from the United States, when the individual is required to register as a sex offender, in order to assist those agencies in updating sex offender registries and otherwise carrying out the sex offender registration requirements within their jurisdictions.”

ICE uses orders of supervision or orders of recognizance to release from custody criminal aliens who have been ordered removed from the United States but cannot be removed or further detained, or are released at the discretion of the agency. In these instances, ICE may set conditions for release. For aliens with a requirement to register as a sex offender with a sex offender registry, ICE’s release conditions mandate that the alien enroll in a sexual deviancy counseling program and register as a sex offender, if applicable. Current federal laws impose registration requirements with sex offender registries and require offenders to keep their registration information current in each state, territorial, or tribal jurisdictions in which they live, work, or attend school, and, for initial registration purposes only, in the jurisdiction in which they were convicted, if such jurisdiction is different from the jurisdiction of residence.

With the publication of new routine use HH, ICE is proposing to notify