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Affairs, Office of Management and 
Budget. Comments should be addressed 
to the OMB Desk Officer for Customs 
and Border Protection, Department of 
Homeland Security, and sent via 
electronic mail to oira_submission@
omb.eop.gov or faxed to (202) 395–5806. 
FOR FURTHER INFORMATION CONTACT: 
Requests for additional information 
should be directed to Tracey Denning, 
U.S. Customs and Border Protection, 
Regulations and Rulings, Office of 
International Trade, 90 K Street NE., 
10th Floor, Washington, DC 20229– 
1177, at 202–325–0265. 
SUPPLEMENTARY INFORMATION: This 
proposed information collection was 
previously published in the Federal 
Register (80 FR 23282) on April 27, 
2015, allowing for a 60-day comment 
period. This notice allows for an 
additional 30 days for public comments. 
This process is conducted in accordance 
with 5 CFR 1320.10. CBP invites the 
general public and other Federal 
agencies to comment on proposed and/ 
or continuing information collections 
pursuant to the Paperwork Reduction 
Act of 1995 (Pub. L. 104–13; 44 U.S.C. 
3507). The comments should address: 
(a) Whether the collection of 
information is necessary for the proper 
performance of the functions of the 
agency, including whether the 
information shall have practical utility; 
(b) the accuracy of the agency’s 
estimates of the burden of the collection 
of information; (c) ways to enhance the 
quality, utility, and clarity of the 
information to be collected; (d) ways to 
minimize the burden, including the use 
of automated collection techniques or 
the use of other forms of information 
technology; and (e) the annual costs to 
respondents or record keepers from the 
collection of information (total capital/ 
startup costs and operations and 
maintenance costs). The comments that 
are submitted will be summarized and 
included in the CBP request for OMB 
approval. All comments will become a 
matter of public record. In this 
document, CBP is soliciting comments 
concerning the following information 
collection: 

Title: Transfer of Cargo to a Container 
Station. 

OMB Number: 1651–0096. 
Abstract: Before the filing of an entry 

of merchandise for the purpose of 
breaking bulk and redelivering cargo, 
containerized cargo may be moved from 
the place of unlading or may be received 
directly at the container station from a 
bonded carrier after transportation in- 
bond. This also applies to loose cargo as 
part of containerized cargo. In 
accordance with 19 CFR 19.42, the 

container station operator may make a 
request for the transfer of a container to 
the station by submitting to CBP an 
abstract of the manifest for the 
transferred containers including the bill 
of lading number, marks, numbers, 
description of the contents and 
consignee. 

Current Actions: CBP proposes to 
extend the expiration date of this 
information collection with no change 
to the burden hours or to the 
information collected. 

Type of Review: Extension (without 
change). 

Affected Public: Businesses. 
Estimated Number of Respondents: 

14,327. 
Estimated Number of Annual 

Responses per Respondent: 25. 
Estimated Total Annual Responses: 

358,175. 
Estimated Time per Response: 7 

minutes. 
Estimated Total Annual Burden 

Hours: 41,548. 
Dated: June 29, 2015. 

Tracey Denning, 
Agency Clearance Officer, U.S. Customs and 
Border Protection. 
[FR Doc. 2015–16424 Filed 7–2–15; 8:45 am] 

BILLING CODE 9111–14–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2015–0017] 

Notice of Public Workshop Regarding 
Information Sharing and Analysis 
Organizations 

AGENCY: Office of Cybersecurity and 
Communications, National Protection 
and Programs Directorate, Department 
of Homeland Security. 
ACTION: Notice of public workshop. 

SUMMARY: This Notice announces a 
public workshop on July 30, 2015 to 
discuss Information Sharing and 
Analysis Organizations, Automated 
Threat Information Sharing, and 
Analysis Capabilities and Requirements, 
as related to Executive Order 13691, 
‘‘Promoting Private Sector Cybersecurity 
Information Sharing’’ of February 13, 
2015. This workshop builds off of the 
workshop held on June 9, 2015 at the 
Volpe Center in Cambridge, MA. 
DATES: The workshop will be held on 
July 30, 2015, from 8:00 a.m. to 5:00 
p.m. The meeting may conclude before 
the allotted time if all matters for 
discussion have been addressed. 
ADDRESSES: The meeting location is 
Silicon Valley at San Jose State 
University—1 Washington Sq., San Jose, 

CA 95192. See SUPPLEMENTARY 
INFORMATION section for the address to 
submit written or electronic comments. 
SUPPLEMENTARY INFORMATION: Executive 
Order 13691 can be found at: https://
www.whitehouse.gov/the-press-office/
2015/02/13/executive-order-promoting- 
private-sector-cybersecurity- 
information-shari. 
FOR FURTHER INFORMATION CONTACT: If 
you have questions concerning the 
meeting, please contact ISAO@
hq.dhs.gov or Michael A. Echols, 
Director, JPMO, Department of 
Homeland Security, michael.echols@
dhs.gov. 

Background and Purpose 
On February 13, 2015, President 

Obama signed Executive Order 13691 
intended to enable and facilitate 
‘‘private companies, nonprofit 
organizations, and executive 
departments and agencies . . . to share 
information related to cybersecurity 
risks and incidents and collaborate to 
respond in as close to real time as 
possible.’’ The order addresses two 
concerns the private sector has raised: 

• How can companies share 
information if they do not fit neatly into 
the sector-based structure of the existing 
Information Sharing and Analysis 
Centers (ISACs)? 

• If a group of companies wants to 
start an information sharing 
organization, what model should they 
follow? What are the best practices for 
such an organization? 

ISAOs may allow organizations to 
robustly participate in DHS information 
sharing programs even if they do not fit 
into an existing critical infrastructure 
sector, seek to collaborate with other 
companies in different ways (regionally, 
for example), or lack sufficient resources 
to share directly with the government. 
ISAOs may participate in existing DHS 
cybersecurity information sharing 
programs and contribute to near-real- 
time sharing of cyber threat indicators. 

Information on Service for Individuals 
With Disabilities 

For information on facilities or 
services for individuals with disabilities 
or to request special assistance at the 
public meeting, contact ISAO@
hq.dhs.gov and write ‘‘Special 
Assistance’’ in the subject box or contact 
the meeting coordinator the FOR 
FURTHER INFORMATION CONTACT section of 
this notice. 

Meeting Details 
Members of the public may attend 

this workshop by RSVP only up to the 
seating capacity of the room. We plan to 
audio record the Workshop Panels that 
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take place in the San Jose State 
University Ball Room and to make that 
audio recording available on the ISAO 
Web page DHS.gov/ISAO. A valid 
government-issued photo identification 
(for example, a driver’s license) will be 
required for entrance to the building 
and meeting space. Those who plan to 
attend should RSVP through the link 
provided on the ISAO Web page 
DHS.gov/ISAO 7 days prior to the 
meeting. Requests made after July 23, 
2015 might not be able to be 
accommodated. 

We encourage you to participate in 
this meeting by submitting comments to 
the ISAO inbox ISAO@hq.dhs.gov, 
commenting orally, or submitting 
written comments to the DHS personnel 
attending the meeting who are 
identified to receive them. 

Submitting Written Comments 

You may also submit written 
comments to the docket using any one 
of the following methods: 

(1) Federal eRulemaking Portal: 
http://www.regulations.gov. Although 
comments are being submitted to the 
Federal eRulemaking Portal, this is a 
tool to provide transparency to the 
general public, not because this is a 
rulemaking action. 

(2) Email: ISAO@hq.dhs.gov. Include 
the docket number in the subject line of 
the message. 

(3) Fax: 703–235–4981, Attn: Michael 
A. Echols. 

(4) Mail: Michael A. Echols, Director, 
JPMO–ISAO Coordinator, NPPD, 
Department of Homeland Security, 245 
Murray Lane, Mail Stop 0615, Arlington 
VA 20598–0615. 

To avoid duplication, please use only 
one of these four methods. All 
comments must either be submitted to 
the online docket on or before July 20, 
2015, or reach the Docket Management 
Facility by that date. 

Authority: 6 U.S.C. 131–134; 6 CFR. 29; 
E.O. 13691. 

Dated: June 23, 2015. 

Andy Ozment, 
Assistant Secretary, Cybersecurity and 
Communications, National Protection and 
Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2015–16517 Filed 7–2–15; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

Intent to Request Renewal From OMB 
of One Current Public Collection of 
Information: Office of Law 
Enforcement/Federal Air Marshal 
Service LEO Reimbursement Request 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 60-day notice. 

SUMMARY: The Transportation Security 
Administration (TSA) invites public 
comment on one currently approved 
Information Collection Request (ICR), 
Office of Management and Budget 
(OMB) control number 1652–0063, 
abstracted below that we will submit to 
OMB for renewal in compliance with 
the Paperwork Reduction Act (PRA). 
The ICR describes the nature of the 
information collection and its expected 
burden. The collection involves the 
reimbursement of expenses incurred by 
airport operators for the provision of 
law enforcement officers to support 
airport checkpoint screening. 
DATES: Send your comments by 
September 4, 2015. 
ADDRESSES: Comments may be emailed 
to TSAPRA@tsa.dhs.gov or delivered to 
the TSA PRA Officer, Office of 
Information Technology (OIT), TSA–11, 
Transportation Security Administration, 
601 South 12th Street, Arlington, VA 
20598–6011. 
FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh at the above address, 
or by telephone (571) 227–2062. 
SUPPLEMENTARY INFORMATION: 

Comments Invited 

In accordance with the Paperwork 
Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation is 
available at http://www.reginfo.gov. 
Therefore, in preparation for OMB 
review and approval of the following 
information collection, TSA is soliciting 
comments to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Information Collection Requirement 

Pursuant to 49 U.S.C. 114(m), and 
106(l) and (m), TSA has authority to 
enter into agreements with participants 
to reimburse expenses incurred by 
airport operators for the provision of 
LEOs in support of screening at airport 
checkpoints. Consistent with this 
authority, TSA created the LEO 
Reimbursement Program, which is run 
by the Office of Law Enforcement/
Federal Air Marshal Service (OLE/
FAMS). 

TSA OLE/FAMS requires that 
participants in the LEO Reimbursement 
Program record the details of all 
reimbursements sought. In order to 
provide for the orderly tracking of 
reimbursements, the LEO 
Reimbursement Program uses TSA Form 
3503, LEO Reimbursement Request 
which captures and tracks 
reimbursement information. 

The LEO Reimbursement Request 
form is available at www.tsa.gov. Upon 
completion, participants submit the 
LEO Reimbursement Request form 
directly to the OLE/FAMS LEO 
Reimbursement Program via fax, 
electronic upload via scanning the 
document, mail, or in person. The OLE/ 
FAMS LEO Reimbursement Program 
reviews all request for reimbursement 
forms received. Based on the prior year 
participation, TSA estimates that there 
will be 326 participant responses 
monthly or 3,912 yearly. 

TSA estimates each respondent will 
spend approximately one hour to 
complete the request for reimbursement 
form, for a total annual hour burden of 
3,912 hours. 

Dated: June 29, 2015. . 

Christina A. Walsh, 
TSA Paperwork Reduction Act Officer, Office 
of Information Technology. 
[FR Doc. 2015–16471 Filed 7–2–15; 8:45 am] 
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