Authorization to Operate (ATO) using a FedRAMP accredited Third Party Assessment Organization (3PAO) for selected Cloud Service Provider services. Physical access is strictly controlled both at the perimeter and at building ingress points by professional security staff utilizing video surveillance, intrusion detection systems, and other electronic means. Authorized staff must pass two-factor authentication a minimum of two times to access data center floors. All physical access to data centers by contractor employees is logged and audited routinely.

Encryption and Data Security uses Federal Information Processing Standards (FIPS) compliant encryption, secure certificates for Client and Server communication authenticity, session protection certificates for end to end protection, multiple layers of protection for data confidentiality and integrity and hashes and password storage encryption and block level encryption for the data volumes. Customer support personnel have minimum access to user profile records.

RETENTION AND DISPOSAL

Records are retained until (1) the end user cancels the account, (2) six years after the end user last accesses their account, (3) until the relationship ends, or (4) after reasonable notice has been provided to the end user to export their account information in the event the agreement is terminated.

Records existing on computer storage media are destroyed according to the applicable USPS media sanitization practice.

SYSTEM MANAGER(S) AND ADDRESS

Chief Information Officer and Executive Vice President, United States Postal Service, 475 L’Enfant Plaza SW., Washington, DC 20260.

NOTIFICATION PROCEDURE

Individuals wanting to know if information about them is maintained in this system must address inquiries in writing to the system manager. Inquiries must include full name, Date of Birth, physical address, email address, username and other identifying information if requested.

RECORD ACCESS PROCEDURES

Requests for access must be made in accordance with the Notification Procedure above and USPS Privacy Act regulations regarding access to records and verification of identity under 39 CFR 266.6.

CONTESTING RECORD PROCEDURES

See Notification Procedure and Record Access Procedures above.

RECORD SOURCE CATEGORIES

Individual end user.

Stanley F. Mires, Attorney, Federal Compliance.

BILLING CODE 7710–01–P

RAILROAD RETIREMENT BOARD

Agency Forms Submitted for OMB Review, Request for Comments

SUMMARY: In accordance with the Paperwork Reduction Act of 1995 (44 U.S.C. Chapter 35), the Railroad Retirement Board (RRB) is forwarding an Information Collection Request (ICR) to the Office of Information and Regulatory Affairs (OIRA), Office of Management and Budget (OMB). Our ICR describes the information we seek to collect from the public. Review and approval by OIRA ensures that we impose appropriate paperwork burdens.

The RRB invites comments on the proposed collection of information to determine (1) the practical utility of the collection; (2) the accuracy of the estimated burden of the collection; (3) ways to enhance the quality, utility, and clarity of the information that is the subject of collection; and (4) ways to minimize the burden of collections on respondents, including the use of automated collection techniques or other forms of information technology.

Comments to the RRB or OIRA must contain the OMB control number of the ICR. For proper consideration of your comments, it is best if the RRB and OIRA receive them within 30 days of the publication date.

Section 2 of the Railroad Retirement Act (RRA), provides for the payment of an annuity to the spouse or divorced spouse of a retired railroad employee. For the spouse or divorced spouse to qualify for an annuity, the RRB must determine if any of the employee’s current marriage is valid.

The requirements for obtaining documentary evidence to determine valid marital relationships are prescribed in 20 CFR 219.30 through 219.35. Section 2(e) of the RRA requires that an employee must relinquish all rights to any railroad employer service before a spouse annuity can be paid.

The RRB uses Form G–346, Employee’s Certification, to obtain the information needed to determine whether the employee’s current marriage is valid. Form G–346 is completed by the retired employee who is the husband or wife of the applicant for a spouse annuity. Completion is required to obtain a benefit. One response is requested of each respondent.

Consistent with 20 CFR 217.17, the RRB uses Form G–346sum, Employee’s Certification Summary, which mirrors the information collected on Form G–346, when an employee, after being interviewed by an RRB field office staff member “signs” the form using an alternative signature method known as “attestation.” Attestation refers to the action taken by the RRB field office employee to confirm and annotate the RRB’s records of the applicant’s affirmation under penalty of perjury that the information provided is correct and the applicant’s agreement to sign the form by proxy. Completion is required to obtain a benefit. One response is requested of each respondent.

Previous Requests for Comments: The RRB has already published the initial 60-day notice (80 FR 32637 on June 9, 2015) required by 44 U.S.C. 3506(c)(2). That request elicited no comments.

Information Collection Request (ICR)

Title: Employee’s Certification.

OMB Control Number: 3220–0140.


Type of request: Extension without change of a currently approved collection.

Affected public: Individuals or Households.

Abstract: Under Section 2 of the Railroad Retirement Act, spouses of retired railroad employees may be entitled to an annuity. The collection obtains information from the employee about the employee’s previous marriages, if any, to determine if any impediment exists to the marriage between the employee and his or her spouse.

Changes proposed: The RRB proposes no changes to the forms in this collection.

The burden estimate for the ICR is as follows:
### Additional Information or Comments:

Copies of the forms and supporting documents can be obtained from Dana Hickman at (312) 751–4981 or Dana.Hickman@RRB.GOV.

Comments regarding the information collection should be addressed to Charles Mierzwa, Railroad Retirement Board, 844 North Rush Street, Chicago, Illinois, 60611–2092 or Charles.Mierzwa@RRB.GOV and to the OMB Desk Officer for the RRB, Fax: 202–395–6974, Email address: OIRA_Submission@omb.eop.gov.

Charles Mierzwa,
Chief of Information Resources Management.

[FR Doc. 2015–20079 Filed 8–13–15; 8:45 am]

**BILLING CODE 7905–01–P**

### SECURITIES AND EXCHANGE COMMISSION


**Self-Regulatory Organizations; ICE Clear Europe Limited; Notice of Filing and Immediate Effectiveness of Proposed Rule Change To Adopt Revised Fee Schedule**

August 10, 2015.

Pursuant to Section 19(b)(1) of the Securities Exchange Act of 1934 ("Act"),¹ and Rule 19b–4 thereunder,² notice is hereby given that on August 3, 2015, ICE Clear Europe Limited ("ICE Clear Europe") filed with the Securities and Exchange Commission ("Commission") the proposed rule change described in Items I, II and III below, which Items have been primarily prepared by ICE Clear Europe. ICE Clear Europe filed the proposal pursuant to Section 19(b)(3)(A) of the Act,³ and Rule 19b–4(f)(2)⁴ thereunder, so that the proposal was effective upon filing with the Commission. The Commission is publishing this notice to solicit comments on the proposed rule change from interested persons.

I. Self-Regulatory Organization’s Statement of the Terms of Substance of the Proposed Rule Change

The principal purpose of the proposed rule change is to specify certain fees applicable to segregated customer accounts, margin flow co-mingled accounts (also known as “individually segregated, operationally co-mingled” or “ISOC” accounts) and individually segregated sponsored accounts of Non-FCM/BD Clearing Members that are required to be made available under the European Market Infrastructure Regulation (EMIR) (collectively, the “EMIR Customer Accounts”). Certain such accounts may also be used by Non-FCM/BD Clearing Members prior to EMIR authorization of ICE Clear Europe.

Specifically, an application fee and an annual fee will apply to various EMIR Customer Accounts as follows:

<table>
<thead>
<tr>
<th>Application fee</th>
<th>Annual fee</th>
</tr>
</thead>
<tbody>
<tr>
<td>Waived</td>
<td>Waived. $5,000 per annum per Individual Customer. $25,000 per annum per Sponsored Principal.</td>
</tr>
<tr>
<td>€10,000 per Sponsored Principal.</td>
<td></td>
</tr>
</tbody>
</table>

The rule change also establishes volume discounts applicable where a client establishes a number of separate individually segregated accounts, detailed as follows:

<table>
<thead>
<tr>
<th>Number of accounts</th>
<th>Minimum number of accounts</th>
<th>Cost per ISOC account (EUR p.a.)</th>
<th>Minimum cost of ISOC package</th>
<th>Sponsored principal application fee</th>
<th>Cost per SP account (EUR p.a.)</th>
<th>Minimum cost of SP package</th>
</tr>
</thead>
<tbody>
<tr>
<td>Individual Accounts</td>
<td>1</td>
<td>5,000</td>
<td>5,000</td>
<td>10,000</td>
<td>25,000</td>
<td>35,000</td>
</tr>
<tr>
<td>50 or more</td>
<td>50</td>
<td>3,300</td>
<td>165,000</td>
<td>N/A</td>
<td>16,500</td>
<td>825,000</td>
</tr>
<tr>
<td>100 or more</td>
<td>100</td>
<td>2,150</td>
<td>215,000</td>
<td>N/A</td>
<td>10,750</td>
<td>1,085,000</td>
</tr>
</tbody>
</table>