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parts, tools, publications, pilot and 
maintenance training, preparation of the 
aircraft for shipment, ground support 
equipment, and U.S. Government 
technical assistance. The estimated cost 
is $80 million. 

The proposed sale will contribute to 
the foreign policy and national security 
of the United States by providing 
Argentina with air mobility capabilities 
to support various missions, including 
humanitarian assistance and 
peacekeeping. This potential sale will 
provide additional opportunities for 
bilateral engagements and further 
strengthen the bilateral relationship 
between the United States and 
Argentina. 

The Government of Argentina intends 
to use these aircraft for search and 
rescue operations, humanitarian 
assistance and disaster relief, 
peacekeeping support, scientific 
operations in the Antarctic, and other 
missions. The proposed sale will 
improve Argentina’s standardization of 
operational procedures, logistics, and 
associated maintenance and augment its 
current inventory of U.S.-origin utility 
helicopters. Argentina will have no 
difficulty absorbing these helicopters 
into its armed forces. 

The proposed sale of this equipment 
and support will not alter the basic 
military balance in the region. 

The prime contractor will be Bell 
Helicopter Textron Inc., in Fort Worth, 
Texas. There are no known offset 
agreements proposed in connection 
with this potential sale. 

A sole source has been requested for 
the original equipment manufacturer, 
Bell Helicopter Textron, Fort Worth, 
Texas. 

There will be no adverse impact on 
United States defense readiness as a 
result of this proposed sale. 
[FR Doc. 2015–32224 Filed 12–22–15; 8:45 am] 
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Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary of 
Defense, DoD. 
ACTION: Notice to alter a System of 
Records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to alter a system of 
records, DWHS P18, entitled ‘‘Office of 
the Secretary of Defense Identification 
Badge System’’ to be used by officials of 

the Military Personnel Division, Human 
Resources Directorate, Washington 
Headquarters Services to temporarily 
issue the badge at arrival and determine 
who is authorized permanent award 
after a one-year period and then prepare 
the certificate to recognize this event. 
DATES: Comments will be accepted on or 
before January 22, 2016. This proposed 
action will be effective the day 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Department of Defense, Office 
of the Deputy Chief Management 
Officer, Directorate of Oversight and 
Compliance, Regulatory and Audit 
Matters Office, 9010 Defense Pentagon, 
Washington, DC 20301–9010. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard, Chief, OSD/JS Privacy 
Office, Freedom of Information 
Directorate, Washington Headquarters 
Service, 1155 Defense Pentagon, 
Washington, DC 20301–1155, or by 
phone at (571) 372–0461. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT or at 
http://dpcld.defense.gov/. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on December 15, 2015, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: December 18, 2015. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

DWHS P18 

SYSTEM NAME: 
Office of the Secretary of Defense 

Identification Badge System (December 
9, 2011, 76 FR 76958). 

CHANGES: 

* * * * * 

SYSTEM LOCATION: 
Delete entry and replace with 

‘‘Military Personnel Division, Human 
Resources Directorate, Washington 
Headquarters Services, Department of 
Defense, 1155 Defense Pentagon, 
Washington, DC 20301–1155.’’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with ‘‘All 
permanent military personnel assigned 
to the Office of the Secretary of Defense 
(OSD).’’ 
* * * * * 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Delete entry and replace with ‘‘10 

U.S.C. 1125, Recognition for 
Accomplishment: Award of Trophies; 
DoD Manual 1348.33, Volume 1, 
Manual of Military Decorations and 
Awards: General Information, Medal of 
Honor, and Defense/Joint Decorations 
and Awards; and E.O. 9397 (SSN), as 
amended.’’ 
* * * * * 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

DELETE ENTRY AND REPLACE WITH ‘‘DISCLOSURE 
WHEN REQUESTING INFORMATION ROUTINE USE: 

A record from a system of records 
maintained by a DoD Component may 
be disclosed as a routine use to a 
federal, state, or local agency 
maintaining civil, criminal, or other 
relevant enforcement information or 
other pertinent information, such as 
current licenses, if necessary to obtain 
information relevant to a DoD 
Component decision concerning the 
hiring or retention of an employee, the 
issuance of a security clearance, the 
letting of a contract, or the issuance of 
a license, grant, or other benefit. 

DISCLOSURE OF REQUESTED INFORMATION 
ROUTINE USE: 

A record from a system of records 
maintained by a DoD Component may 
be disclosed to a federal agency, in 
response to its request, in connection 
with the hiring or retention of an 

VerDate Sep<11>2014 18:05 Dec 22, 2015 Jkt 238001 PO 00000 Frm 00051 Fmt 4703 Sfmt 4703 E:\FR\FM\23DEN1.SGM 23DEN1tk
el

le
y 

on
 D

S
K

3S
P

T
V

N
1P

R
O

D
 w

ith
 N

O
T

IC
E

S

http://www.regulations.gov
http://www.regulations.gov
http://www.regulations.gov
http://www.regulations.gov
http://dpcld.defense.gov/


79868 Federal Register / Vol. 80, No. 246 / Wednesday, December 23, 2015 / Notices 

employee, the issuance of a security 
clearance, the reporting of an 
investigation of an employee, the letting 
of a contract, or the issuance of a 
license, grant, or other benefit by the 
requesting agency, to the extent that the 
information is relevant and necessary to 
the requesting agency’s decision on the 
matter. 

DISCLOSURE TO THE OFFICE OF PERSONNEL 
MANAGEMENT ROUTINE USE: 

A record from a system of records 
subject to the Privacy Act and 
maintained by a DoD Component may 
be disclosed to the Office of Personnel 
Management (OPM) concerning 
information on pay and leave, benefits, 
retirement deduction, and any other 
information necessary for the OPM to 
carry out its legally authorized 
government-wide personnel 
management functions and studies. 

DATA BREACH REMEDIATION PURPOSES ROUTINE 
USE: 

A record from a system of records 
maintained by a Component may be 
disclosed to appropriate agencies, 
entities, and persons when (1) The 
Component suspects or has confirmed 
that the security or confidentiality of the 
information in the system of records has 
been compromised; (2) the Component 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Component or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Components 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

The DoD Blanket Routine Uses set 
forth at the beginning of the Office of 
the Secretary of Defense (OSD) 
compilation of systems of records 
notices may apply to this system. The 
complete list of DoD Blanket Routine 
Uses can be found online at: http://
dpcld.defense.gov/Privacy/
SORNsIndex/BlanketRoutineUses.aspx. 
* * * * * 

RETRIEVABILITY: 

Delete entry and replace with 
‘‘Information is retrieved by last name of 
recipient, SSN, grade, and/or service.’’ 

SAFEGUARDS: 

Delete entry and replace with 
‘‘Accesses are authorized by system 

manager, granted by Information 
Technology Management Directorate to 
a secure computer application database 
and are Common Access Card enabled. 
Users receive annual Privacy Act and 
information assurance training, and 
only those individuals with an official 
‘‘need to know’’ are provided access. 
Back-up data and/or paper copies are 
stored in a locked room and cabinet. 
Access to this room is controlled by 
building badge and swipe access 
granted by the security manager. Access 
to locked cabinet is controlled by 
system manager.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with 

‘‘Assistant Director, Military Personnel 
Division, Human Resources Directorate, 
Washington Headquarters Services, 
Department of Defense, 1155 Defense 
Pentagon, Washington, DC 20301– 
1155.’’ 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to Military 
Personnel Division, Human Resources 
Directorate, Washington Headquarters 
Services, Department of Defense, 1155 
Defense Pentagon, Washington, DC 
20301–1155. 

Signed, written request must include 
the individual’s name, grade, service, 
and SSN.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to Military Personnel Division, 
Human Resources Directorate, 
Washington Headquarters Services, 
Department of Defense, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

Signed, written request must include 
the name and number of this system of 
records notice, along with the 
individual’s name, grade, service, and 
SSN.’’ 

CONTESTING RECORD PROCEDURES: 
Delete entry and replace with ‘‘The 

OSD rules for accessing records, for 
contesting contents and appealing 
initial agency determinations are 
published in Office of Secretary of 
Defense Administrative Instruction 81; 
32 CFR part 311; or may be obtained 
from the system manager.’’ 
* * * * * 
[FR Doc. 2015–32286 Filed 12–22–15; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Army, Corps of 
Engineers 

Intent To Prepare a Draft Supplemental 
Environmental Impact Statement To 
Evaluate Improvements to the Mobile 
Harbor Federal Navigation Channel, 
Mobile, Alabama 

AGENCY: Department of the Army, U.S. 
Army Corps of Engineers, DOD. 
ACTION: Notice of intent. 

SUMMARY: The Mobile District, U.S. 
Army Corps of Engineers (Corps) 
intends to prepare a Draft Supplemental 
Environmental Impact Statement 
(DSEIS) to address the potential impacts 
associated with improving the Mobile 
Harbor Federal Navigation Channel in 
Mobile County, AL. The DSEIS will be 
used as a basis for ensuring compliance 
with the National Environmental Policy 
Act (NEPA) and evaluating alternative 
plans including the ‘‘No Action.’’ The 
proposed alternatives identified in the 
Alternatives Milestone analysis will be 
evaluated including widening and 
deepening of selected areas of the 
navigation channel within the currently 
authorized dimensions. 
DATES: The scoping meeting will be held 
on Tuesday, January 12, 2015 from 5:00 
p.m. to 8:00 p.m. 
ADDRESSES: The scoping meeting will be 
held at the Mobile Alabama Cruise 
Terminal, 201 S. Water Street, Mobile, 
AL 36602. 
FOR FURTHER INFORMATION CONTACT: 
Questions about the DSEIS should be 
addressed to Mr. Larry Parson, Coastal 
Environment Team, Mobile District, 
U.S. Army Corps of Engineers, P.O. Box 
2288, Mobile, AL 36628 by telephone 
(251) 690–3139 or email him at 
larry.e.parson@usace.army.mil. 
SUPPLEMENTARY INFORMATION: 

1. As Authorized in the Water 
Resources Development Act of 1986 and 
per the 1981 Chief’s Report for Mobile 
Harbor, Alabama, the major components 
of the project are as follows: (a) Deepen 
and widen entrance channel over the 
bar to 57 by 700 feet, a distance of about 
7.4 miles, (b) deepen and widen Mobile 
Bay Channel from mouth of bay to south 
of Mobile River, 55 by 550 feet, a 
distance of about 27.0 miles, (c) deepen 
and widen an additional 4.2 miles of 
Mobile Bay Channel to 55 by 650 feet, 
(d) provide 55-foot deep anchorage area 
and turning basin in vicinity of Little 
Sand Island, and (e) deepening the 
Mobile River channel to 55 feet to a 
point about 1 mile below the Interstate 
10 and U.S. 90 highway tunnels. Also, 
per the Fiscal Year (FY) 2015 
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