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when necessary to accomplish an 
agency function related to this system of 
records. Individuals provided 
information under this routine use are 
subject to the same Privacy Act 
requirements and limitations on 
disclosure as are applicable to DHS 
officers and employees. 

G. To an appropriate Federal, State, 
tribal, local, international, or foreign law 
enforcement agency or other appropriate 
authority charged with investigating or 
prosecuting a violation or enforcing or 
implementing a law, rule, regulation, or 
order, when a record, either on its face 
or in conjunction with other 
information, indicates a violation or 
potential violation of law, which 
includes criminal, civil, or regulatory 
violations and such disclosure is proper 
and consistent with the official duties of 
the person making the disclosure. 

H. To Federal, State, local, tribal 
emergency management agencies, and 
the National Center for Missing and 
Exploited Children, and other partners 
who assist in emergency response, 
reunification, or rescue efforts. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records in this system are stored 

electronically or on paper in secure 
facilities in a locked drawer behind a 
locked door. The records may be stored 
on magnetic disc, tape, or digital media. 

RETRIEVABILITY: 
Much of the data within this system 

does not pertain to an individual; rather, 
the information pertains to locations, 
geographic areas, facilities, and other 
things or objects not related to 
individuals. However, in the event that 
PII is collected, DHS/FEMA may 
retrieve records by date, time stamp, 
incident name, individual name, or 
social media user name. 

SAFEGUARDS: 
DHS/FEMA safeguards records in this 

system in accordance with applicable 
rules and policies, including all 
applicable DHS automated systems 
security and access policies. Strict 
controls are in place to minimize the 
risk of compromising the information 
that is being stored. Access to the 
computer system containing the records 
in this system is limited to individuals 
who have a need to know the 
information for the performance of their 
official duties and who have appropriate 
clearances or permissions. 

RETENTION AND DISPOSAL: 

FEMA’s ORR is collaborating with 
FEMA Records Management Division 
and NARA to establish an approved 
retention and disposal policy for any 
records created through this initiative 
related to its situation reports and 
responses to in extremis situations. 
However, all PII from reports are 
redacted once the information is sent to 
the appropriate first responders in 
extremis situations. 

SYSTEM MANAGER AND ADDRESS: 

Director of National Watch Center, 
Response Directorate, FEMA, 500 C 
Street SW., Washington, DC 20472. 

NOTIFICATION PROCEDURE: 

Individuals seeking notification of 
and access to any record contained in 
this system of records, or seeking to 
contest its content, may submit a 
request in writing to the DHS/FEMA 
Freedom of Information Act (FOIA) 
Officer, whose contact information can 
be found at http://www.dhs.gov/foia 
under ‘‘Contacts.’’ If an individual 
believes more than one component 
maintains Privacy Act records 
concerning him or her, the individual 
may submit the request to the Chief 
Privacy Officer and Chief FOIA Officer, 
Department of Homeland Security, 245 
Murray Drive SW., Building 410, STOP– 
0655, Washington, DC 20528. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records, your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address, and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
FOIA Officer, http://www.dhs.gov/foia 
or 1–866–431–0486. In addition, you 
should: 

• Explain why you believe the 
Department would have information on 
you; 

• Identify which component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records. 

If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without the above information, the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 

See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 

See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 

DHS/FEMA may collect information 
from members of the public, first 
responders, press, volunteers, and 
others that provide publicly available 
information on social media sites 
including online forums, blogs, public 
Web sites, and message boards. All 
DHS/FEMA users of social media are 
clearly identified as DHS/FEMA 
employees and do not collect any 
information that is not publicly 
available or inaccessible due to user 
privacy settings. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
Dated: April 14, 2016. 

Karen L. Neuman, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2016–09191 Filed 4–20–16; 8:45 am] 

BILLING CODE 9110–17–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2015–0017] 

Information Sharing and Analysis 
Organization Executive Order 13691 

AGENCY: Department of Homeland 
Security. 
ACTION: Notice of public meeting. 

SUMMARY: This Notice announces a 
public meeting on May 18 and May 19, 
2016 in Anaheim, California to discuss 
and debate Voluntary Standards for 
Information Sharing and Analysis 
Organizations (ISAOs) as they relate to 
E.O. 13691. 
DATES: The meeting for working groups 
and their leads will be held May 18, 
2016 from 7:00 a.m. to 5:00 p.m. Pacific. 
The meeting for the general public will 
be held May 19, 2016 from 7:00 a.m. to 
5:00 p.m. Pacific. The meetings may 
conclude before the allotted time if all 
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matters for discussion have been 
addressed. 
ADDRESSES: The meeting location is 
Anaheim, California at the Hilton 
Anaheim—777 W Convention Way, 
Anaheim, CA 92802. Participants are 
encouraged to contact ISAO@lmi.org for 
information on travel and logistics. 
FOR FURTHER INFORMATION CONTACT: If 
you have questions concerning the 
meeting, please contact the ISAO 
Standards Organization at ISAO@
lmi.org. 
SUPPLEMENTARY INFORMATION: 

Background and Purpose 
On February 13, 2015, President 

Obama signed E.O. 13691 intended to 
enable and facilitate ‘‘private 
companies, nonprofit organizations, and 
executive departments and agencies 
. . . to share information related to 
cybersecurity risks and incidents and 
collaborate to respond in as close to real 
time as possible.’’ 

In accordance with E.O. 13691, DHS 
has entered into a cooperative 
agreement with a non-governmental 
ISAO Standards Organization led by the 
University of Texas at San Antonio with 
support from the Logistics Management 
Institute (LMI) and the Retail Cyber 
Intelligence Sharing Center (R–CISC). 
The ISAO Standards Organization is to 
work with existing information sharing 
organizations, owners and operators of 
critical infrastructure, relevant agencies, 
and other public and private sector 
stakeholders to identify a common set of 
voluntary standards or guidelines for 
the creation and functioning of ISAOs. 

The May meeting in Anaheim 
California is part of this collaborative 
effort. This meeting is another in a 
series of workshops to assure 
transparency in the standards 
development process. Previous in- 
person workshops were held by DHS on 
June 9, 2015 at the Volpe Center in 
Cambridge, MA, and on July 30, 2015 at 
San Jose State University in San Jose, 
CA; and by the ISAO Standards 
Organization on November 9, 2015 at 
the LMI Headquarters in Tysons, VA, 
and February 9, 2016 at the University 
of Texas at San Antonio in San Antonio, 
TX. 

Meeting Details 
The Information Sharing and Analysis 

Organization (ISAO) Standards 
Organization is working with its six 
Standards Working Groups (SWGs) to 
develop documents to address the 
creation and functioning of ISAOs. The 
initial set of draft documents will focus 
on the needs of those seeking to join or 
form an ISAO and should be released 

for public comment by early May. The 
initial set of voluntary standards should 
be released for comment in June 2016. 

Specific questions to be addressed 
include: 

• What needs to be considered by a 
newly-forming ISAO and what are the 
first steps? 

• What capabilities might an ISAO 
provide? 

• What types of information will be 
shared and what are some mechanisms 
for doing so? 

• What security and privacy is 
needed for a newly-forming ISAO? 

• What mentoring support is 
available for newly-forming ISAOs? 

• What government programs and 
services are available to assist ISAOs? 

• What concerns do regulators and 
law enforcement have about the new 
ISAO construct? 

During the May 19th public meeting 
in Anaheim, California, the Standards 
Organization will encourage public 
discussion and debate of the ISAO 
Working Groups initial draft documents. 
Additionally, the Standards 
Organization seeks input on proposed 
voluntary standards. All input and 
comments received in this forum will be 
evaluated by the ISAO Standards 
Organization and working groups as the 
initial set of documents are finalized for 
publication by September. The minutes 
from this meeting will be made 
available to the public at www.isao.org. 

Submitting Written Comments 

You may submit written comments to 
the docket using one of the following 
methods: 

(1) Federal eRulemaking Portal: 
http://www.regulations.gov. Although 
this is not a rulemaking action, 
comments are being submitted to the 
Federal eRulemaking Portal in an effort 
to provide transparency to the general 
public. 

(2) Email: ISAO@lmi.org. Include the 
docket number in the subject line of the 
message. 

(3) Mail: ISAO Standards 
Organization, c/o LMI, 1777 NE Loop 
410, Suite 808, San Antonio, TX 78217– 
5217. 

To avoid duplication, please use only 
one of these three methods. All 
comments must either be submitted to 
the online docket on or before 
November 4, 2015, or reach the Docket 
Management Facility by that date. 

References 

Executive Order 13691 can be found 
at: https://www.whitehouse.gov/the- 
press-office/2015/02/13/executive- 
order-promoting-private-sector- 
cybersecurity-information-shari. 

For additional information about the 
ISAO Standards Organization, draft 
products, and the May public meeting 
(including a link to reduced rate hotel 
rooms), please go to www.ISAO.org. 

Authority: 6 U.S.C. 131–134; 6 CFR. 29; 
E.O. 13691. 

Dated: April 15, 2016. 
Andy Ozment, 
Assistant Secretary, Cybersecurity and 
Communications, National Protection and 
Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2016–09187 Filed 4–20–16; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FWS–R8–ES–2016–N072; 
FXES11130800000–167–FF08E00000] 

Endangered Species Recovery Permit 
Applications 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of receipt of permit 
applications; request for comment. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service, invite the public to 
comment on the following applications 
to conduct certain activities with 
endangered species. With some 
exceptions, the Endangered Species Act 
(Act) prohibits activities with 
endangered and threatened species 
unless a Federal permit allows such 
activity. The Act also requires that we 
invite public comment before issuing 
recovery permits to conduct certain 
activities with endangered species. 
DATES: Comments on these permit 
applications must be received on or 
before May 23, 2016. 
ADDRESSES: Written data or comments 
should be submitted to the Endangered 
Species Program Manager, U.S. Fish and 
Wildlife Service, Region 8, 2800 Cottage 
Way, Room W–2606, Sacramento, CA 
95825 (telephone: 916–414–6464; fax: 
916–414–6486). Please refer to the 
respective permit number for each 
application when submitting comments. 
FOR FURTHER INFORMATION CONTACT: 
Daniel Marquez, Fish and Wildlife 
Biologist; see ADDRESSES (telephone: 
760–431–9440; fax: 760–431–9624). 
SUPPLEMENTARY INFORMATION: The 
following applicants have applied for 
scientific research permits to conduct 
certain activities with endangered 
species under section 10(a)(1)(A) of the 
Act (16 U.S.C. 1531 et seq.). We seek 
review and comment from local, State, 
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