made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.

9. Assistance to Federal Agencies and Entities—To another Federal agency or Federal entity, when the Commission determines that information from this system is reasonably necessary to assist the recipient agency or entity in: (a) Responding to a suspected or confirmed breach or (b) preventing, minimizing, or remediating the risk of harm to individuals, the recipient agency or entity (including its information systems, program, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

10. Telecommunications Companies—To a telecommunications company providing support to permit account servicing, billing verification, and related requirements.

11. For Non-Federal Personnel—To disclose information to contractors performing or working on a contract for the Federal Government.

Policies and Practices for Storage of Records:

The paper documents, records, files, and faxes, including but not limited to monthly telephone bills and related documents, are stored in file cabinets in “non-public” rooms in the Information Technology (IT) office suite for one year.

The electronic files, records, and data (i.e., electronic copies of these telecommunications documents), including but not limited to monthly telephone bills and related documents, are housed in the FCC’s computer network databases.

Policies and Practices for Retrieval of Records:

The records, including telephone calls, texts, faxes, and related transmissions and services, are retrieved by searching electronically by the individual’s name, name of the telephone call recipient, and/or identifying communications number.

Policies and Practices for Retention and Disposal of Records:

The FCC maintains and disposes of these various telephone, fax, text, and related electronic transmission service records in this in accordance with the General Records Schedule 12 (GRS–12) issued by the National Archives and Records Administration (NARA). Most of the records in this system are maintained for six months to three years, although some records are kept for six years, depending upon the GRS–12 schedule requirements. The paper copy of the invoice records are destroyed after one year. All monthly telephone records (electronic copies) are sent to NARA—none are destroyed.

The disposition of the paper records is done by shredding. The electronic records are destroyed physically (electronic storage media) or by electronic erasure.


Administrative, Technical, and Physical Safeguards:

The electronic records, data, and files are maintained in the FCC computer network databases, which are protected by the FCC’s IT privacy safeguards, a comprehensive and dynamic set of IT safety and security protocols and features that are designed to meet all Federal IT privacy standards, including those required by the National Institute of Standard and Technology (NIST) and the Federal Information Security Management System (FISMA). In addition, access to the information in the telephone call details electronic files databases is restricted to authorized IT supervisors and staff and to the IT contractors who maintain these computer databases. Other FCC employees and contractors may be granted access only on a “need-to-know” basis.

The paper documents and files are maintained in file cabinets in “non-public” rooms in the IT office suite. The file cabinets are locked at the end of the business day. Access to the IT offices is via a key and card-coded door.

Notification Procedure:

Individuals wishing to determine whether this system of records contains information about them may do so by writing to Leslie F. Smith, Privacy Manager, Information Technology (IT), Federal Communications Commission (FCC), 445 12th Street SW, Washington, DC 20554, or email Leslie.Smith@fcc.gov.

Individuals must furnish reasonable identification by showing any two of the following: Social security card; driver’s license; employee identification card; Medicare card; birth certificate; bank credit card; or other positive means of identification, or by signing an identity statement stipulating that knowingly or willingly seeking or obtaining access to records about another person under false pretenses is punishable by a fine of up to $5,000.

Individuals requesting access must also comply with the FCC’s Privacy Act regulations regarding verification of identity and access to records (5 CFR part 0, subpart E).

Record Access Procedures:

Individuals wishing to request an amendment of records about them should follow the Notification Procedure above.

Contesting Record Procedures:

Individuals wishing to request an amendment of records about them should follow the Notification Procedure above.

Exemptions Promulgated for the System:

None.

History:

The FCC last gave full notice of this system of records, FCC/OMD–18, Telephone Call Details, by publication in the Federal Register on April 5, 2006 (71 FR 17234, 17262).

Federal Communications Commission.

Marlene H. Dortch, Secretary.

[FR Doc. 2017–04714 Filed 3–9–17; 8:45 am]

Billing Code 6712–01–P

Federalex Deposit Insurance Corporation

Update to Notice of Financial Institutions for Which the Federal Deposit Insurance Corporation Has Been Appointed Either Receiver, Liquidator, or Manager

Agency: Federal Deposit Insurance Corporation.

Action: Update listing of financial institutions in liquidation.

Summary: Notice is hereby given that the Federal Deposit Insurance Corporation (Corporation) has been appointed the sole receiver for the following financial institutions effective as of the Date Closed as indicated in the listing. This list (as updated from time to time in the Federal Register) may be relied upon as “of record” notice that the Corporation has been appointed receiver for purposes of the statement of policy published in the July 2, 1992 issue of the Federal Register (57 FR 29491). For further information concerning the identification of any institutions which have been placed in liquidation, please visit the Corporation Web site at www.fdic.gov/bank/individual/failed/banklist.html or contact the Manager of Receivership Oversight in the appropriate service center.

Federal Deposit Insurance Corporation.

Robert E. Feldman,
Executive Secretary.

INSTITUTIONS IN LIQUIDATION
[In alphabetical order]

<table>
<thead>
<tr>
<th>FDIC ref. No.</th>
<th>Bank name</th>
<th>City</th>
<th>State</th>
<th>Date closed</th>
</tr>
</thead>
<tbody>
<tr>
<td>10525</td>
<td>Proficio Bank</td>
<td>Cottonwood Heights</td>
<td>UT</td>
<td>3/3/2017</td>
</tr>
</tbody>
</table>

[FR Doc. 2017–04730 Filed 3–9–17; 8:45 am]
BILLING CODE 6714–01–P

DEPARTMENT OF HEALTH AND HUMAN SERVICES
Administration for Children and Families

Submission for OMB Review; Comment Request

**Title:** Guidance for Tribal TANF.

**OMB No.:** 0970–0157.
**Description:** 42 U.S.C. 612 (Section 412 of the Social Security Act) requires each Indian Tribe that elects to administer and operate a TANF program to submit a TANF Tribal Plan. The TANF Tribal Plan is a mandatory statement submitted to the Secretary by the Indian Tribe, which consists of an outline of how the Indian Tribes TANF program will be administered and operated. It is used by the Secretary to determine whether the plan is approvable and to determine that the Indian Tribe is eligible to receive a TANF assistance grant. It is also made available to the public.

**Respondents:** Indian Tribes applying to operate a TANF program.

**ANNUAL BURDEN ESTIMATES**

<table>
<thead>
<tr>
<th>Instrument</th>
<th>Number of respondents</th>
<th>Number of responses per respondent</th>
<th>Average burden hours per response</th>
<th>Total burden hours</th>
</tr>
</thead>
<tbody>
<tr>
<td>Request for State Data Needed to Determine the Amount of a Tribal Family Assistance Grant</td>
<td>24</td>
<td>1</td>
<td>68</td>
<td>1,632</td>
</tr>
</tbody>
</table>

**DEPARTMENT OF HEALTH AND HUMAN SERVICES**

Health Resources and Services Administration

**CDC/HRSA Advisory Committee on HIV, Viral Hepatitis and STD Prevention and Treatment**

**AGENCY:** Health Resources and Services Administration, Department of Health and Human Services (HHS).

**ACTION:** Notice of meeting.

**SUMMARY:** In accordance with the Federal Advisory Committee Act, notice is hereby given that a meeting is scheduled for the Centers for Disease Control and Prevention (CDC)/Health Resources and Services Administration (HRSA) Advisory Committee on HIV, Viral Hepatitis and STD Prevention and Treatment. This meeting will be open to the public. Information about the CDC/HRSA Advisory Committee on HIV, Viral Hepatitis and STD Prevention and Treatment and the meeting agenda can be obtained by contacting CDR Holly Berilla at (301) 443–9965 or hberilla@hrsa.gov.

**DATES:** The meeting will be held on March 30, 2017, from 2:00 p.m. to 3:00 p.m. (Eastern).

**ADDRESSES:** The meeting will be held virtually with telephone access that will accommodate up to 100 attendees and is open to the public. Parties may access the teleconference by dialing 888–566–6570 and using participant code: 1682061. Participants should call and connect 15 minutes prior to the start of the meeting.

**FOR FURTHER INFORMATION CONTACT:** Anyone requesting information regarding the CDC/HRSA Advisory Committee on HIV, Viral Hepatitis and STD Prevention and Treatment should contact CDR Holly Berilla, Public Health Analyst, HRSA, HIV/AIDS Bureau (HAB), Division of Policy and Data (DPD), in one of three ways: (1) Send a request to the following address: CDR Holly Berilla, Public Health Analyst, HRSA, HAB, DFD, 5600 Fishers Lane, Rockville, Maryland 20857; (2) call 301–443–9965; or (3) send an email to hberilla@hrsa.gov.

**SUPPLEMENTARY INFORMATION:** The CDC/HRSA Advisory Committee on HIV, Viral Hepatitis and STD Prevention and Treatment was established under Section 222 of the Public Health Service Act.