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facilities in a locked drawer behind a 
locked door. The records may be stored 
on magnetic disc, tape, and digital 
media. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records may be retrieved by name or 
other personal identifier. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The retention period for information 
contained in FALCON–SA varies 
depending on the type of data. 
Routinely ingested DHS-owned data is 
retained in accordance with the 
approved record retention schedule of 
the source system. Data uploaded to 
FALCON–SA in an ad hoc manner is 
associated with a case file number, to 
the extent possible, and retained 
consistent with the retention of the case 
file. When there is no case file number, 
the data is retained for 20 years. 
FALCON–SA metadata and index data 
are retained for the same length of time 
as the record or data element they 
originate from or describe. 

FALCON–SA is the official repository 
for tip information at ICE and does not 
obtain these records from another 
internal database source. ICE records 
created via the FALCON–Tip Line 
application are fed into FALCON–SA’s 
general data storage environment 
thereafter. Other tip information may be 
entered into FALCON–SA manually by 
a specialized unit within ICE when the 
tips pertain to child exploitation crimes. 
Tip Line records will be retained for ten 
(10) years from the date of the tip. Tip 
records concerning child exploitation 
crimes will be retained for 75 years. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

DHS/ICE safeguards records in this 
system according to applicable rules 
and policies, including all applicable 
DHS automated systems security and 
access policies. ICE has imposed strict 
controls to minimize the risk of 
compromising the information that is 
being stored. Access to the computer 
system containing the records in this 
system is limited to those individuals 
who have a need to know the 
information for the performance of their 
official duties and who have appropriate 
clearances or permissions. 

RECORD ACCESS PROCEDURES: 
The Secretary of Homeland Security 

has exempted this system from the 
notification, access, and amendment 
procedures of the Privacy Act, and the 
Judicial Redress Act if applicable, 
because it is a law enforcement system. 
However, DHS and ICE will consider 

individuals’ requests to determine 
whether or not information may be 
released. Thus, individuals seeking 
notification of and access to any record 
contained in this system of records, or 
seeking to contest its content, may 
submit a request in writing to the U.S. 
Immigration and Customs Enforcement 
Freedom of Information Act (FOIA) 
Officer, whose contact information can 
be found at http://www.dhs.gov/foia 
under ‘‘FOIA Contact Information.’’ If 
an individual believes more than one 
component maintains Privacy Act 
records concerning him or her, the 
individual may submit the request to 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
Department of Homeland Security, 
Washington, DC 20528–0655. Even if 
neither the Privacy Act nor the Judicial 
Redress Act provides a right of access, 
certain records about you may be 
available under the Freedom of 
Information Act. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records, your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address, and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
http://www.dhs.gov/foia or 1–866–431– 
0486. In addition, you should: 

• Explain why you believe the 
Department would have information on 
you; 

• Identify which component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records; 

If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 
Without the above information, the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

CONTESTING RECORD PROCEDURES: 

Individuals who wish to contest the 
accuracy of records in this system of 
records should submit these requests to 
the ICE Privacy & Records Office. 
Requests must comply with verification 
of identity requirements set forth in 
Department of Homeland Security 
Privacy Act regulations at 6 CFR 5.21(d). 
Please specify the nature of the 
complaint and provide any supporting 
documentation. By mail (please note 
substantial delivery delays exist): ICE 
Privacy & Records Office, 500 12th 
Street SW., Mail Stop 5004, 
Washington, DC 20536. By email: 
ICEPrivacy@ice.dhs.gov. Please contact 
the Privacy & Records Office with any 
questions about submitting a request or 
complaint at 202–732–3300 or 
ICEPrivacy@ice.dhs.gov. 

NOTIFICATION PROCEDURES: 

See ‘‘Record Access procedure.’’ 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
The Secretary of Homeland Security, 

pursuant to 5 U.S.C. 552a(j)(2) and 
(k)(2), has exempted this system from 
the following provisions of the Privacy 
Act: 552a(c)(3), (c)(4); (d); (e)(1), (e)(2), 
(e)(3), (e)(4)(G), (e)(4)(H), (e)(4)(I), (e)(5), 
(e)(8); and (g). 

When FALCON–SA receives a record 
from another system that is exempt from 
the Privacy Act, DHS will claim the 
same exemptions as are claimed for the 
original system of records from which 
the record originated and also claims 
any additional exemptions set forth 
here. 

Dated: May 1, 2017. 
Jonathan R. Cantor, 
Acting Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2017–09025 Filed 5–3–17; 8:45 am] 

BILLING CODE 9111–28–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

New Agency Information Collection 
Activity Under OMB Review: TSA 
Canine Training Center Adoption 
Application 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 30-day notice. 

SUMMARY: This notice announces that 
the Transportation Security 
Administration (TSA) has forwarded the 
new Information Collection Request 
(ICR) abstracted below to the Office of 
Management and Budget (OMB) for 
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review and approval under the 
Paperwork Reduction Act (PRA). The 
ICR describes the nature of the 
information collection and its expected 
burden. TSA published a Federal 
Register notice, with a 60-day comment 
period soliciting comments, of the 
following collection of information on 
December 13, 2016, 81 FR 89963. The 
collection involves gathering 
information from individuals who wish 
to adopt a TSA canine through the TSA 
Canine Training Center (CTC) Adoption 
Program. 
DATES: Send your comments by June 5, 
2017. A comment to OMB is most 
effective if OMB receives it within 30 
days of publication. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, OMB. Comments should be 
addressed to Desk Officer, Department 
of Homeland Security/TSA, and sent via 
electronic mail to oira_submission@
omb.eop.gov or faxed to (202) 395–6974. 
FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh, TSA PRA Officer, 
Office of Information Technology (OIT), 
TSA–11, Transportation Security 
Administration, 601 South 12th Street, 
Arlington, VA 20598–6011; telephone 
(571) 227–2062; email TSAPRA@
tsa.dhs.gov. 

SUPPLEMENTARY INFORMATION: 

Comments Invited 

In accordance with the Paperwork 
Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation is 
available at http://www.reginfo.gov. 
Therefore, in preparation for OMB 
review and approval of the following 
information collection, TSA is soliciting 
comments to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Information Collection Requirement 

Title: TSA Canine Training Center 
Adoption Application. 

Type of Request: New collection. 
OMB Control Number: 1652–XXXX. 
Form(s): TSA Form 433. 
Affected Public: Individuals seeking 

to adopt a TSA canine. 
Abstract: The TSA Canine Program is 

a Congressionally-mandated program 
that operates pursuant to section 
110(e)(3) of the Aviation and 
Transportation Security Act (ATSA), 
Public Law 107–71 (115 Stat. 597, Nov. 
19, 2001); the Homeland Security Act of 
2002, Public Law 107–296 (116 Stat. 
2135, Nov. 25, 2002); and the 
Implementing Recommendations of the 
9/11 Commission Act of 2007, Public 
Law 110–53 (121 Stat. 266, Aug. 3, 
2007). The TSA Canine Program 
developed the TSA CTC to train and 
deploy explosive detection canine teams 
to Federal, State, and local agencies in 
support of daily activities that protect 
the transportation domain. TSA created 
the TSA CTC Adoption Program under 
the authority of 41 CFR 102–36.35(d) 
and 102–36.365 to find suitable 
individuals or families to adopt and 
provide good homes to canines who do 
not graduate from the training program. 
Individuals seeking to adopt a TSA 
canine must complete the TSA CTC 
Adoption Application. This collection 
of information allows the TSA CTC to 
collect personal information from the 
applicants to determine their suitability 
to adopt a TSA canine. 

Number of Respondents: 300. 
Estimated Annual Burden Hours: An 

estimated 50 hours annually. 
Dated: April 28, 2017. 

Christina A. Walsh, 
TSA Paperwork Reduction Act Officer, Office 
of Information Technology. 
[FR Doc. 2017–09038 Filed 5–3–17; 8:45 am] 

BILLING CODE 9110–05–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

[Docket No. TSA–2014–0001] 

Intent To Request Revision From OMB 
of One Current Public Collection of 
Information: TSA Pre✓® Application 
Program 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 60-day notice. 

SUMMARY: The Transportation Security 
Administration (TSA) invites public 
comment on one currently approved 

Information Collection Request (ICR), 
Office of Management and Budget 
(OMB) control number 1652–0059, 
abstracted below, that we will submit to 
OMB for a revision in compliance with 
the Paperwork Reduction Act (PRA). 
The ICR, which will be submitted to the 
Office of Management and Budget 
(OMB) for review following the required 
public comment periods, describes the 
nature of the information collection and 
its expected burden. The collection 
involves the voluntary submission of 
biographic and biometric information 
that TSA uses to verify identity and 
conduct a security threat assessment for 
the TSA Pre✓® Application Program. 
The security threat assessment 
compares an applicant’s information 
against criminal history, immigration, 
intelligence, and regulatory violations 
databases to determine if the person 
poses a low risk to transportation or 
national security and should be eligible 
for expedited screening through TSA 
Pre✓® lanes at airports. 
DATES: Send your comments by July 3, 
2017. 
ADDRESSES: Comments may be emailed 
to TSAPRA@tsa.dhs.gov or delivered to 
the TSA PRA Officer, Office of 
Information Technology (OIT), TSA–11, 
Transportation Security Administration, 
601 South 12th Street, Arlington, VA 
20598–6011. 
FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh at the above address, 
or by telephone (571) 227–2062. 
SUPPLEMENTARY INFORMATION: 

Comments Invited 
In accordance with the Paperwork 

Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation is 
available at http://www.reginfo.gov. 
Therefore, in preparation for OMB 
review and approval of the following 
information collection, TSA is soliciting 
comments to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
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