confirmed that there has been a breach of the system of records; (2) the Commission has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Commission (including its information systems, programs, and operations), the Federal Government, or national security; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm; or (l) To disclose to another Federal agency or Federal entity, when the Commission determines that information from this system of records is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:
The LabCFTC system of records stores records in this system electronically or on paper in secure facilities. Electronic records are stored on the Commission’s secure network and other electronic media as needed, such as encrypted hard drives and back-up media.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:
Certain information covered by this system of records notice may be retrieved by name, email address, physical address, or other unique individual identifiers, and other types of information by keyword search.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:
Records for this system will be maintained until the National Archives approves the records disposition schedules for their disposition. After the schedules are approved, the records will be maintained in accordance with the retention periods in the schedules. All approved schedules are available at www.cftc.gov.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:
Records are protected from unauthorized access and improper use through administrative, technical, and physical security measures. Administrative safeguards include written guidelines on handling LabCFTC information. All CFTC personnel are subject to CFTC agency-wide procedures for safeguarding personally identifiable information and receive annual privacy and security training. Technical security measures within CFTC include restrictions on computer access to authorized individuals who have a legitimate need to know the information; required use of strong passwords that are frequently changed; multi-factor authentication for remote access and access to many CFTC network components; use of encryption for certain data types and transfers; firewalls and intrusion detection applications; and regular review of security procedures and best practices to enhance security. The technology also has a time-out function that requires users to re-access and input information if the time limit expires. Physical safeguards include restrictions on building access to authorized individuals, 24-hour security guard service, and maintenance of records in lockable offices and filing cabinets.

RECORD ACCESS PROCEDURES:
Individuals seeking to determine whether this system of records contains information about themselves or seeking access to records about themselves in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details on what to include in a Privacy Act access request.

CONTESTING RECORD PROCEDURES:
Individuals contesting the content of records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.8 for full details on what to include in a Privacy Act amendment request.

NOTIFICATION PROCEDURES:
Individuals seeking notification of any records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details on what to include in a Privacy Act notification request.

EXEMPTIONS PROMULGATED FOR THE SYSTEM:
None.

HISTORY:
None.
Issued in Washington, DC, on December 27, 2017, by the Commission.

Christopher J. Kirkpatrick,
Secretary of the Commission.

[FR Doc. 2017–26846 Filed 12–29–17; 8:45 am]
BILLING CODE 6351–01–P

DEPARTMENT OF DEFENSE

Department of the Air Force

Air University Board of Visitors’ Air Force Institute of Technology

AGENCY: Air University, Department of the Air Force.

ACTION: Notice withdrawal.


DATES: This withdrawal is effective December 7, 2017.

SUPPLEMENTARY INFORMATION: The Department of the Air Force is withdrawing the meeting notice of the Air Force Scientific Advisory Board due to an amendment to the original Notice.

Henry Williams,
Acting Air Force Federal Register Liaison Officer.

[FR Doc. 2017–26846 Filed 12–29–17; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Department of the Navy

Notice of Intent To Grant Exclusive Patent License; NanoArmor, LLC

AGENCY: Department of the Navy, DoD.

ACTION: Notice of availability for licensing.

SUMMARY: The Department of the Navy hereby gives notice of its intent to grant to NanoArmor, LLC., a revocable, nonassignable, exclusive license to practice in the field of use of ballistic strike plate or armor for wearable body armor, including but not limited to, ballistic and blast resistant panels for vehicles, including but not limited to, ballistic and blast resistant panelized building systems for shelters and buildings in the United States, the Government-owned invention described in U.S. Patent No. 7,722,851: Bulk Synthesis of Carbon Nanotubes from

None.

Issued in Washington, DC, on December 27, 2017, by the Department of the Navy.

Christopher J. Kirkpatrick,
Secretary of the Navy.

[FR Doc. 2017–2555 Filed 12–29–17; 8:45 am]
BILLING CODE 5001–10–M

DATES: Anyone wishing to object to the grant of this license must file written objections along with supporting evidence, if any, not later than January 17, 2018.

ADDRESSES: Written objections are to be filed with the Naval Research Laboratory, Code 1004, 4555 Overlook Avenue SW, Washington, DC 20375–5320.


E.K. Baldini, Federal Register Liaison Officer, Lieutenant Commander, Judge Advocate General’s Corps, U.S. Navy.

DEPARTMENT OF ENERGY
Federal Energy Regulatory Commission
[Docket No. RM98–1–000]

Records Governing Off-the-Record Communications; Public Notice

This constitutes notice, in accordance with 18 CFR 385.2201(b), of the receipt of prohibited and exempt off-the-record communications.

Order No. 607 (64 FR 5122, September 22, 1999) requires Commission decisional employees, who make or receive a prohibited or exempt off-the-record communication relevant to the merits of a contested proceeding, to deliver to the Secretary of the Commission, a copy of the communication, if written, or a summary of the substance of any oral communication.

Prohibited communications are included in a public, non-decisional file associated with, but not a part of, the decisional record of the proceeding. Unless the Commission determines that the prohibited communication and any responses thereto should become a part of the decisional record, the prohibited off-the-record communication will not be considered by the Commission in reaching its decision. Parties to a proceeding may seek the opportunity to respond to any facts or contentions made in a prohibited off-the-record communication, and may request that the Commission place the prohibited communication and responses thereto in the decisional record. The Commission will grant such a request only when it determines that fairness so requires. Any person identified below as having made a prohibited off-the-record communication shall serve the document on all parties listed on the official service list for the applicable proceeding in accordance with Rule 2010, 18 CFR 385.2010.

Exempt off-the-record communications are included in the