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II. Adoption of Agenda 
III. Election of Chair and Vice-Chair 
IV. Council’s charge to the panel and 

scope of work 
V. Recommendations and Conclusions 

of the Grouper-Tilefish 5-year 
Review 

VI. Reef Fish Amendments 36A & 36B: 
Modifications to Commercial IFQ 
Programs 

VII. Other Business 
– Meeting Adjourns 

You may register for Ad Hoc Red 
Snapper & Grouper-Tilefish IFQ 
Advisory Panel meeting on Tuesday, 
April 10, 2018 at: https://
attendee.gotowebinar.com/register/ 
6202357575656933889. 

The Agenda is subject to change, and 
the latest version along with other 
meeting materials will be posted on the 
Council’s file server. To access the file 
server, the URL is https://
public.gulfcouncil.org:5001/webman/ 
index.cgi, or go to the Council’s website 
and click on the FTP link in the lower 
left of the Council website (http://
www.gulfcouncil.org). The username 
and password are both ‘‘gulfguest’’. 
Click on the ‘‘Library Folder’’, then 
scroll down to ‘‘AP Meeting_Ad Hoc 
Red Snapper & Grouper-Tilefish IFQ_
04–10–18’’. 

The meeting will be webcast over the 
internet. A link to the webcast will be 
available on the Council’s website, 
http://www.gulfcouncil.org. 

Although other non-emergency issues 
not on the agenda may come before the 
Advisory Panel for discussion, in 
accordance with the Magnuson-Stevens 
Fishery Conservation and Management 
Act, those issues may not be the subject 
of formal action during this meeting. 
Actions of the Advisory Panel will be 
restricted to those issues specifically 
identified in the agenda and any issues 
arising after publication of this notice 
that require emergency action under 
Section 305(c) of the Magnuson-Stevens 
Fishery Conservation and Management 
Act, provided the public has been 
notified of the Council’s intent to take 
action to address the emergency. 

Special Accommodations 

This meeting is physically accessible 
to people with disabilities. Requests for 
sign language interpretation or other 
auxiliary aids should be directed to 
Kathy Pereira at the Gulf Council Office 
(see ADDRESSES), at least 5 working days 
prior to the meeting. 

Dated: March 16, 2018. 
Tracey L. Thompson, 
Acting Deputy Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service. 
[FR Doc. 2018–05719 Filed 3–20–18; 8:45 am] 

BILLING CODE 3510–22–P 

DEPARTMENT OF COMMERCE 

United States Patent and Trademark 
Office 

Submission for OMB Review; 
Comment Request; ‘‘National Summer 
Teacher Institute’’ 

The United States Patent and 
Trademark Office (USTPO) will submit 
to the Office of Management and Budget 
(OMB) for clearance the following 
proposal for collection of information 
under the provisions of the Paperwork 
Reduction Act (44 U.S.C. Chapter 35). 

Agency: United States Patent and 
Trademark Office, Commerce. 

Title: National Summer Teacher 
Institute. 

OMB Control Number: 0651–0077. 
Form Number(s): 

• NSTI 1 
• NSTI 2 
• NSTI 3 

Type of Request: Regular. 
Number of Respondents: 900 per year. 
Average Hours per Response: The 

USPTO estimates that it will take the 
public approximately 5 minutes (0.08 
hours) to 30 minutes (0.5 hours) to 
prepare and submit the appropriate 
forms to the USPTO, depending upon 
the instrument used. 

Burden Hours: 291.67 hours annually. 
Cost Burden: $0. 
Needs and Uses: The information 

gathered in this collection relates to 
applications for the ‘‘National Summer 
Teacher Institute,’’ a summer teaching 
workshop sponsored by the USPTO. 
The program application requires 
interested individuals to certify that 
they are educators with at least 3 years’ 
experience; to identify STEM-related 
fields they have taught in the last year; 
to identify STEM-related fields they 
plan to teach in the upcoming year; and 
to acknowledge their commitment to 
incorporate the learnings from the 
National Summer Teacher Institute into 
their curriculum, where applicable, and 
cooperate with sharing lessons and 
outcomes with teachers and USPTO. 

The USPTO may host various 
webinars in conjunction with the 
National Summer Teacher Institute. 
USPTO plans to conduct surveys of both 
the Institute and the webinars in order 
to gain useful feedback from program 
participants. 

Affected Public: Businesses or other 
for-profits; not-for-profit institutions. 

Frequency: Annually. 
Respondent’s Obligation: Required to 

Obtain or Retain Benefits. 
OMB Desk Officer: Nicholas A. Fraser, 

email: Nicholas_A._Fraser@
omb.eop.gov. 

Once submitted, the request will be 
publicly available in electronic format 
through reginfo.gov. Follow the 
instructions to view Department of 
Commerce collections currently under 
review by OMB. 

Further information can be obtained 
by: 

• Email: InformationCollection@
uspto.gov. Include ‘‘0651–0077 copy 
request’’ in the subject line of the 
message. 

• Mail: Marcie Lovett, Records and 
Information Governance Division 
Director, Office of the Chief Technology 
Officer, United States Patent and 
Trademark Office, P.O. Box 1450, 
Alexandria, VA 22313–1450. 

Written comments and 
recommendations for the proposed 
information collection should be sent on 
or before April 20, 2018 to Nicholas A. 
Fraser, OMB Desk Officer, via email to 
Nicholas_A._Fraser@omb.eop.gov, or by 
fax to 202–395–5167, marked to the 
attention of Nicholas A. Fraser. 

Marcie Lovett, 
Records and Information Governance 
Division Director, OCTO, United States Patent 
and Trademark Office. 
[FR Doc. 2018–05633 Filed 3–20–18; 8:45 am] 

BILLING CODE 3510–16–P 

DEPARTMENT OF DEFENSE 

Department of the Air Force 

Air University Board of Visitors 
Meeting 

AGENCY: Air University Board of 
Visitors, Department of Air Force, 
Department of Defense. 
ACTION: Notice of meeting amendment. 

SUMMARY: This notice replaces the 
originally submitted meeting notice of 
March 1, 2018. The purpose of this 
meeting is to provide independent 
advice and recommendations on matters 
pertaining to the educational, doctrinal, 
and research policies and activities of 
Air University. 
DATES: The meeting will take place on 
Monday, 16 April 2018, from 8:00 a.m. 
to approximately 5 p.m. and Tuesday, 
17 April 2018, from 7:30 a.m. to 
approximately 3:00 p.m. Central 
Standard Time. 
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ADDRESSES: The meeting will be held in 
the Air University Commander’s 
Conference Room located in Building 
800 at Maxwell Air Force Base, AL. 

FOR FURTHER INFORMATION CONTACT: Dr. 
Shawn O’Mailia, Designated Federal 
Officer, Air University Headquarters, 55 
LeMay Plaza South, Maxwell Air Force 
Base, Alabama 36112–6335, telephone 
(334) 953–4547. 

SUPPLEMENTARY INFORMATION: Under the 
provisions of the Federal Advisory 
Committee Act of 1972 (5 U.S.C., 
Appendix, as amended), the 
Government in the Sunshine Act of 
1976 (5 U.S.C. 552b, as amended), and 
41 CFR 102–3.150, the Department of 
Defense announces that the Air 
University Board of Visitors’ spring 
meeting. The agenda will include topics 
relating to the policies, programs, and 
initiatives of Air University educational 
programs and will include an out brief 
from the Air Force Institute of 
Technology and Community College of 
the Air Force Subcommittees. 

Pursuant to 5 U.S.C. 552b, as 
amended, and 41 CFR 102–3.155 all 
sessions of the Air University Board of 
Visitors’ meetings’ will be open to the 
public. Any member of the public 
wishing to provide input to the Air 
University Board of Visitors’ should 
submit a written statement in 
accordance with 41 CFR 102–3.140(c) 
and section 10(a)(3) of the Federal 
Advisory Committee Act and the 
procedures described in this paragraph. 
Written statements can be submitted to 
the Designated Federal Officer at the 
address detailed below at any time. 

Statements being submitted in 
response to the agenda mentioned in 
this notice must be received by the 
Designated Federal Officer at the 
address listed below at least ten 
calendar days prior to the meeting 
which is the subject of this notice. 
Written statements received after this 
date may not be provided to or 
considered by the Air University Board 
of Visitors until its next meeting. The 
Designated Federal Officer will review 
all timely submissions with the Air 
University Board of Visitors’ Board 
Chairperson and ensure they are 
provided to members of the Board 
before the meeting that is the subject of 
this notice. Any member of the public 
wishing to attend this meeting should 
contact the Designated Federal Officer 
listed below at least ten calendar days 

prior to the meeting for information on 
base entry procedures. 

Henry Williams, 
Acting Air Force Federal Register Liaison 
Officer. 
[FR Doc. 2018–05723 Filed 3–20–18; 8:45 am] 

BILLING CODE 5001–10–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DOD–2018–OS–0012] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary of 
Defense, DoD. 
ACTION: Notice of a modified system of 
records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to modify a system of 
records, DUSDI 01–DoD, entitled the 
‘‘Department of Defense (DoD) Insider 
Threat Management and Analysis 
Center (DITMAC) and DoD Component 
Insider Threat Records System.’’ This 
system enables DoD to implement the 
requirements of an Executive Order 
published on October 7, 2011, and the 
National Insider Threat Policy and 
Minimum Standards for Executive 
Branch Insider Threat Programs 
published on November 21, 2012. The 
system is used to analyze, monitor, and 
audit insider threat information for 
insider threat detection and mitigation 
within DoD on threats that insiders may 
pose to DoD and U.S. Government 
installations, facilities, personnel, 
missions, or resources. The system 
supports the DITMAC and DoD 
Component insider threat programs, 
enables the identification of systemic 
insider threat issues and challenges, 
provides a basis for the development 
and recommendation of solutions to 
mitigate potential insider threats, and 
assists in identifying best practices 
amongst other Federal Government 
insider threat programs. 
DATES: Comments will be accepted on or 
before April 20, 2018. This proposed 
action will be effective the date 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. 

Follow the instructions for submitting 
comments. 

* Mail: Department of Defense, Office 
of the Chief Management Officer, 
Directorate for Oversight and 
Compliance, 4800 Mark Center Drive, 
Mailbox #24, Suite 08D09B, Alexandria, 
VA 22350–1700. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Dr. 
Brad Millick, Director, DoD Insider 
Threat Program, Office of the Under 
Secretary of Defense for Intelligence, 
5000 Defense Pentagon, Washington, DC 
20301–5000 or by phone at (703) 692– 
3721. 
SUPPLEMENTARY INFORMATION: E.O. 
13587 directs the implementation of a 
Department-wide insider threat 
detection and prevention program. The 
DoD Insider Threat Program is 
decentralized to enable DoD component 
insider threat programs and the 
DITMAC to analyze, monitor, and audit 
threat information for insider threat 
detection and mitigation within DoD. 
The Program deters insider activity that 
endangers DoD and U.S. Government 
installations, facilities, personnel, 
missions, or resources. 

Section 951 of the National Defense 
Authorization Act for Fiscal Year 2017 
(NDAA for FY17) expanded the 
definition of an insider threat to anyone 
who has, or once had, authorized access 
to information, a facility, a network, a 
person, or a resource of the Department. 
In keeping with this expansion, the 
Department is taking a measured 
approach and expanding the ability of 
its Component insider threat programs 
and the DITMAC to store inside threat 
related information on those personnel 
with a DoD Common Access Card 
(CAC). This expansion strengthens the 
intent of E.O. 13587 and maintains a 
responsive posture to the NDAA for 
FY17. 

This modification to the system of 
records enables the Department to 
comply with E.O. 13587 by expanding 
the population to include personnel 
who have been issued an active DoD 
CAC to authenticate physical access to 
DoD installations or logical access to 
DoD controlled information systems. 

This revision leverages existing 
federal laws, statutes, authorities, 
policies, programs, systems, 
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