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www.regulations.gov. Additionally, 
copies are available from: Commandant 
(CG–612), Attn: Paperwork Reduction 
Act Manager, U.S. Coast Guard, 2703 
Martin Luther King Jr. Ave. SE, Stop 
7710, Washington, DC 20593–7710. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Anthony Smith, Office of Information 
Management, telephone 202–475–3532, 
or fax 202–372–8405, for questions on 
these documents. 
SUPPLEMENTARY INFORMATION: 

Public Participation and Request for 
Comments 

This Notice relies on the authority of 
the Paperwork Reduction Act of 1995; 
44 U.S.C. Chapter 35, as amended. An 
ICR is an application to OIRA seeking 
the approval, extension, or renewal of a 
Coast Guard collection of information 
(Collection). The ICR contains 
information describing the Collection’s 
purpose, the Collection’s likely burden 
on the affected public, an explanation of 
the necessity of the Collection, and 
other important information describing 
the Collection. There is one ICR for each 
Collection. 

The Coast Guard invites comments on 
whether this ICR should be granted 
based on the Collection being necessary 
for the proper performance of 
Departmental functions. In particular, 
the Coast Guard would appreciate 
comments addressing: (1) The practical 
utility of the Collection; (2) the accuracy 
of the estimated burden of the 
Collection; (3) ways to enhance the 
quality, utility, and clarity of 
information subject to the Collection; 
and (4) ways to minimize the burden of 
the Collection on respondents, 
including the use of automated 
collection techniques or other forms of 
information technology. These 
comments will help OIRA determine 
whether to approve the ICR referred to 
in this Notice. 

We encourage you to respond to this 
request by submitting comments and 
related materials. Comments to Coast 
Guard or OIRA must contain the OMB 
Control Number of the ICR. They must 
also contain the docket number of this 
request [USCG–2018–0136], and must 
be received by November 28, 2018. 

Submitting Comments 

We encourage you to submit 
comments through the Federal 
eRulemaking Portal at https://
www.regulations.gov. If your material 
cannot be submitted using https://
www.regulations.gov, contact the person 
in the FOR FURTHER INFORMATION 
CONTACT section of this document for 
alternate instructions. Documents 

mentioned in this notice, and all public 
comments, are in our online docket at 
https://www.regulations.gov and can be 
viewed by following that website’s 
instructions. Additionally, if you go to 
the online docket and sign up for email 
alerts, you will be notified when 
comments are posted. 

We accept anonymous comments. All 
comments received will be posted 
without change to https://
www.regulations.gov and will include 
any personal information you have 
provided. For more about privacy and 
the docket, you may review a Privacy 
Act notice regarding the Federal Docket 
Management System in the March 24, 
2005, issue of the Federal Register (70 
FR 15086). 

OIRA posts its decisions on ICRs 
online at https://www.reginfo.gov/ 
public/do/PRAMain after the comment 
period for each ICR. An OMB Notice of 
Action on each ICR will become 
available via a hyperlink in the OMB 
Control Number: 1625–NEW. 

Previous Request for Comments 
This request provides a 30-day 

comment period required by OIRA. The 
Coast Guard published the 60-day 
notice (83 FR 29564, June 25, 2018) 
required by 44 U.S.C. 3506(c)(2). That 
Notice elicited no comments. 
Accordingly, no changes have been 
made to the Collections. 

Information Collection Request 
Title: Coast Guard Art Program 

Membership Application Form. 
OMB Control Number: 1625–NEW. 
Summary: The collection contains the 

application form for membership and 
samples of work for those wishing to 
become Coast Guard Art Program 
(COGAP) member artists. 

Need: The application and samples of 
work are needed to determine if the 
applicant has the necessary artistic 
skills and ability to become a 
contributing member of the Coast Guard 
Art Program. 

Forms: CG–5700, Coast Guard Art 
Program (COGAP) Membership 
Application Form. Online application 
format the art program website (https:// 
www.uscg.mil/community/ 
ArtProgram.asp) which can be 
downloaded and samples of work in 
low resolution jpeg format which can be 
electronically submitted to 
Maryann.bader@uscg.mil or sent by 
regular mail to Mary Ann Bader, Coast 
Guard Headquarters, CG–09232, 2703 
Martin Luther King Jr. Ave. SE, Stop, 
Washington, DC 20593–7103. 

Respondents: Approximately ten 
applicants apply annually to become 
COGAP artists. 

Frequency: Applicants apply only 
once per year. 

Hour Burden Estimate: The estimated 
annual burden is 10 hours a year. 

Authority: The Paperwork Reduction Act 
of 1995; 44 U.S.C. Chapter 35, as amended. 

Dated: October 23, 2018. 
James D. Roppel, 
U.S. Coast Guard, Acting Chief, Office of 
Information Management. 
[FR Doc. 2018–23502 Filed 10–26–18; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

[Docket No. TSA–2011–0008] 

Aviation Security Advisory Committee 
(ASAC) Meeting 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: Committee management; notice 
of Federal Advisory Committee meeting. 

SUMMARY: The Transportation Security 
Administration (TSA) will hold a 
meeting of the Aviation Security 
Advisory Committee (ASAC) to discuss 
issues listed in the Meeting Agenda 
section below. This meeting will be 
open to the public as stated in the 
Summary section below. 
DATES: The Committee will meet on 
Thursday, December 6, 2018, from 9 
a.m. to 12 p.m. This meeting may end 
early if all business is completed. 
ADDRESSES: The meeting will be held at 
TSA Headquarters, 601 12th Street 
South, Arlington, VA 20598–6028. 
FOR FURTHER INFORMATION CONTACT: 
Tamika McCree Elhilali, Aviation 
Security Advisory Committee 
Designated Federal Official, 
Transportation Security Administration 
(TSA–28), 601 South 12th Street, 
Arlington, VA 20598–6028, ASAC@
tsa.dhs.gov, 571–227–2632. 
SUPPLEMENTARY INFORMATION: 

Summary 
Notice of this meeting is given in 

accordance with the Aviation Security 
Stakeholder Participation Act, codified 
at 49 U.S.C. 44946. Pursuant to 49 
U.S.C. 44946(f), ASAC is exempt from 
the Federal Advisory Committee Act (5 
U.S.C. App.). The committee provides 
advice and recommendations for 
improving aviation security measures to 
the Administrator of TSA. 

The meeting will be open to the 
public and will focus on items listed in 
the ‘‘Meeting Agenda’’ section below. 
Members of the public, and all non- 
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ASAC members and non-TSA staff must 
register in advance with their full name 
and date of birth to attend. Due to space 
constraints, the meeting is limited to 75 
people, including ASAC members and 
staff, on a first to register basis. 
Attendees are required to present 
government-issued photo identification 
to verify identity. 

In addition, members of the public 
must make advance arrangements, as 
stated below, to present oral or written 
statements specifically addressing 
issues pertaining to the items listed in 
the Meeting Agenda section below. The 
public comment period will begin at 
approximately 11 a.m., depending on 
the meeting progress. Speakers are 
requested to limit their comments to 
three minutes. Contact the person listed 
in the FOR FURTHER INFORMATION 
CONTACT section no later than November 
23, 2018, to register to attend the 
meeting and/or to present oral or 
written statements addressing issues 
pertaining to the items listed in the 
Meeting Agenda section below. Anyone 
in need of assistance or a reasonable 
accommodation for the meeting should 
contact the person listed in the FOR 
FURTHER INFORMATION CONTACT section. 

Meeting Agenda 

The Committee will meet to discuss 
items listed in the agenda below: 
• Legislative Update 
• Subcommittee and Work Group 

briefings on calendar year (CY) 2018 
activities, key issues, and areas of 
focus for CY 2019: 
Æ Air Cargo 
Æ Airport 
Æ General Aviation 
Æ Insider Threat 
Æ International Aviation 
Æ Security Technology 
Æ Secondary Barriers Working Group 

• Public Comments 
• Discussion of the CY 2019 Committee 

Agenda 
• Closing Comments and Adjournment 

Dated: October 19, 2018. 

Eddie D. Mayenschein, 
Assistant Administrator, Office of Security 
Policy and Industry Engagement. 
[FR Doc. 2018–23595 Filed 10–26–18; 8:45 am] 

BILLING CODE 9110–05–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

Intent To Request Extension From 
OMB of One Current Public Collection 
of Information: Pipeline Operator 
Security Information 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 60-Day notice. 

SUMMARY: The Transportation Security 
Administration (TSA) invites public 
comment on one currently approved 
Information Collection Request (ICR), 
Office of Management and Budget 
(OMB) control number 1652–0055, 
abstracted below that we will submit to 
OMB for an extension in compliance 
with the Paperwork Reduction Act 
(PRA). The ICR describes the nature of 
the information collection and its 
expected burden. Specifically, the 
collection involves the submission of 
data concerning pipeline security 
incidents. 
DATES: Send your comments by 
December 28, 2018. 
ADDRESSES: Comments may be emailed 
to TSAPRA@tsa.dhs.gov or delivered to 
the TSA PRA Officer, Information 
Technology (IT), TSA–11, 
Transportation Security Administration, 
601 South 12th Street, Arlington, VA 
20598–6011. 
FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh at the above address, 
or by telephone (571) 227–2062. 
SUPPLEMENTARY INFORMATION: 

Comments Invited 
In accordance with the Paperwork 

Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation will be 
available at http://www.reginfo.gov 
upon its submission to OMB. Therefore, 
in preparation for OMB review and 
approval of the following information 
collection, TSA is soliciting comments 
to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 

are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Consistent with the requirements of 
Executive Order (E.O.) 13771, Reducing 
Regulation and Controlling Regulatory 
Costs, and E.O. 13777, Enforcing the 
Regulatory Reform Agenda, TSA is also 
requesting comments on the extent to 
which this request for information could 
be modified to reduce the burden on 
respondents. 

Information Collection Requirement 
OMB Control Number 1652–0055; 

Pipeline Operator Security Information. 
In addition to TSA’s broad 
responsibility and authority for 
‘‘security in all modes of transportation 
. . . including security responsibilities 
. . . over modes of transportation[,]’’ see 
49 U.S.C. 114, TSA is required to issue 
recommendations for pipeline security 
measures and conduct inspections to 
assess implementation of the 
recommendations. See sec. 1557 of the 
Implementing Recommendations of the 
9/11 Commission Act of 2007, Public 
Law 110–53 (August 3, 2007). 
Consistent with these requirements, 
TSA produced Pipeline Security 
Guidelines in December 2010, with an 
update published in March 2018. 

As the lead Federal agency for 
pipeline security and consistent with its 
statutory authorities, TSA needs to be 
notified of all (1) incidents that may 
indicate a deliberate attempt to disrupt 
pipeline operations and (2) activities 
that could be precursors to such an 
attempt. The Pipeline Security 
Guidelines encourage pipeline operators 
to notify the Transportation Security 
Operations Center (TSOC) via phone or 
email as soon as possible if any of the 
following incidents occurs or if there is 
other reason to believe that a terrorist 
incident may be planned or may have 
occurred: 

• Explosions or fires of a suspicious 
nature affecting pipeline systems, 
facilities, or assets. 

• Actual or suspected attacks on 
pipeline systems, facilities, or assets. 

• Bomb threats or weapons of mass 
destruction (WMD) threats to pipeline 
systems, facilities, or assets. 

• Theft of pipeline company vehicles, 
uniforms, or employee credentials. 

• Suspicious persons or vehicles 
around pipeline systems, facilities, 
assets, or right-of-way. 

• Suspicious photography or possible 
surveillance of pipeline systems, 
facilities, or assets. 

• Suspicious phone calls from people 
asking about the vulnerabilities or 
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